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Market abuse refers to a range of unethical and illegal activities that can undermine the integrity of financial markets.
These activities typically involve manipulative or deceptive practices intended to distort market prices, mislead other
market participants, or unfairly exploit non-public material information (NPMI) for personal or financial gain. Market

abuse undermines the fairness and efficiency of financial markets, and it is targeted by regulatory authorities through a

combination of surveillance, enforcement, and penalties to maintain market integrity.

What is market abuse risk?

Market abuse risk refers to the potential for certain actions or behaviors by market participants to undermine the integrity, fairness,
and transparency of financial markets. These risks arise from practices that distort the price discovery process, deceive other market
participants, or otherwise manipulate the market for personal or institutional gain. Market abuse can take various forms, including insider
trading, market manipulation, and the dissemination of false or misleading information.

Market abuse generally falls into three main categories

N N N

Insider Trading Market Manipulation Dissemination of false or
Insider trading occurs when someone with Market manipulation involves misleading information
access to material, non-public material deliberately misleading or deceiving Dissemination of false or misleading
information about a company (such as market participants to influence information refers to the intentional
executives, employees, or other insiders) the price or trading volume of a or reckless distribution of
uses that information to buy or sell the security, commodity, or other financial inaccurate, deceptive, or incomplete
company’s securities before the information instrument. Examples include, pump information in order to influence
is made public. This gives the insider an and dump schemes, spoofing and market participants’ decisions,
unfair advantage over other investors who layering schemes, wash trading, distort market prices, or otherwise

kdo not have access to this information. j k j kmanipulate the financial markets. j
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Market Abuse Risk Assessment s are particularly relevant and necessary in industry sectors that are closely involved with financial

markets, where the risk of insider trading, market manipulation, and other forms of market abuse is significant.

Financial Services
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Multinational Firms
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About Arctic Intelligence’s Risk Assessment Platform

Arctic Intelligence’s Risk Assessment Platform has been designed for larger companies to conduct risk assessments for financial crime
and other risk domains. The platform is highly-configurable and can be tailored to your organisation’s risk assessment methodology,
risk and control libraries relevant to your business and execute these across multiple countries, operating groups or business units.
This process produces real-time dashboards and reports aggregated across the organisation.

The Risk Assessment Platform is commonly used to digitise manual spreadsheet-based models and also to automate the inherent risk
assessment process by ingesting data from file uploads or API feeds.

DOWNLOAD BROCHURE
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To help manage your enterprise-wide risks, whatever the risk domain you're assessing

Highly configurable so you can tailor the platform to suit your

needs Digitise and automate by ingesting data via API or file upload

Import your own risk and controls or use our expert-built risk

. Track, monitor and report on actions, issues and incidents
domains

Flexible risk methodology, tailored to your risk-based approach Real-time dashboards and analytics, with exportable reports

Auditable workflow process for conducting risk analysis and

Fully hosted in a secure cloud with dedicated support
controls assessment

Why choose the Risk Assessment Platform?

° Fully configurable risk analysis and controls assessment platform ° Automate risk assessments by ingesting data, improving efficiency
° Expert-built content modules with hundreds of risks and controls ° Real-time analytics, approval workflows and fully auditable

° Digitise spreadsheet-based approaches, improving quality ° Save time and money, reducing compliance costs

How it works

The diagram below visualises recognised industry best risk assessment practices overlaid
against the features within the Risk Assessment Platform that supports these processes.
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What is the structure of the market abuse risk and control module?

We've developed a market abuse risk and control module. The main risk groups, risk categories and risk factors contained in the market abuse

risk modules are detailed below. It can also be fully tailored to suit your organisation by modifying content,applying weightings, determining
answer set values and calibrating risk thresholds.
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About Arctic Intelligence

Arctic Intelligence is a multi-award winning, RegTech firm that specialises in audit, risk and compliance
software related to financial crime compliance and risk management.

We've helped hundreds of clients in over 20 industry sectors and multiple countries strengthen their
defences against financial crime.

ARCTIC
VISIT OUR WEBSITE BOOK A DEMO TODAY
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